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1. Introduction

Openness and transparency have become defining features of democracies around the world. Governments that are open and transparent are more accountable to their citizens and less corrupt. What is more, openness generates trust in government and also paves the way for meaningful participation by citizens and more informed and better policies.

The basis of any open government lies in the public’s freedom to access information: the right to information is the precursor to openness. By enshrining the right to access information into a country’s laws, citizens are given the right to know what their government is doing in their name.

Over the last two decades there has been a dramatic shift in the thinking around the right to information. Freedom of information laws were previously perceived as good governance tools. Now, having access to information is recognised as a right for all human beings and governments are being reminded that they are guardians of information that ultimately belongs to us, the public.

The number of countries with right to information laws is growing and there is an increasing body of international treaties and conventions putting pressure on nations to adopt them. Around 90 countries now already have RTI laws in place, but there is an obvious dearth of them on the African continent and in the Middle East region. The need for a model right to information regime in these regions is striking.

Creating an open government regime does not happen in a political vacuum. Contexts matter, but so do the actors instigating the reform. The momentum to create an open government regime, therefore, needs to come from three separate groups of actors to ensure the most progressive results. There needs to be the political will and buy-in from politicians. There needs to be a competent and committed body of public bureaucrats that can implement and manage open government systems. And there needs to be a push from the bottom, from civil society, to put pressure on the government and to raise public awareness around the issues.

With this in mind and drawing on experiences and examples from across the globe, this paper lays out three strands of focus for creating an open and transparent government: right to information laws that establish the legal right for the public to access the information that they want; proactive transparency where governments publish as much information as possible; and open data systems allowing anyone to re-use data in ways that are more relevant to them.

1.1. The benefits of openness and freedom of information

Transparency and openness based around access to information hold significant benefits for governments and citizens alike:

---

**Participation:** Freedom of information fosters participation in the democratic system. Giving the public access to information about decisions, activities and policies is a substantial step towards empowering them to take part in political dialogue and decision-making processes.

**Increasing accountability, limiting corruption:** Governments need to be accountable for their actions and spending. Allowing access to this information puts a government under the scrutiny of the people and reduces corruption. Decisions are far more likely to be objective rather than for the benefit of specific interest groups. Transparency not only creates checks on what is spent and where, but it can also generate competition around procurement and makes for more efficient spending of public resources.

**Trust in government:** Disclosing information to the public signifies a ‘nothing to hide’ attitude on the part of government. Being able to access this information significantly reduces suspicion and generates trust in government. In countries moving from repressive regimes to democracies, opening information up also creates an obvious and necessary break from the past.

**Adhering to the rule of law:** Publishing information on laws and policies is key to ensuring that people understand them and obey them – openness in this sense has a direct impact on the rule of law.

**Making government work better:** The process of organising information and making it accessible actually assists in general information management as it requires good internal information systems. In a secretive government, public officials have little idea about what information the administration holds, and this increases the transaction costs of government business. An effective information system means that governments have a better handle on the information that they possess. Policies and decisions are more informed therefore and suited to the population’s needs.

**Access to services:** Governments are better able to inform citizens about the services that they are providing so that citizens know what these services are and how to access them. This not only benefits individual citizens, but is also a way for government to display the tangible steps it is taking for its constituents, and this is evidence of positive change for voters.

1.2. The obstacles to transparency

The momentum to create an open and transparent government needs to come from three sets of actors: top level politicians and ministers; middle level public officials and bureaucrats; and of course, civil society. Without the buy-in and participation of one of these levels, the road to transparency will be hampered. Making sure that all three groups are involved is crucial, but there are a number of potential barriers to their involvement that could affect the transparency process:

**A culture of secrecy that permeates not just government, but society too.** Officials grow up believing that secrecy equates to power and is a mark of their authority. They often believe that transparency weakens their influence. Public scrutiny is an alien concept therefore. Rather than demanding information, the public fear punishment for exposing information. During the Moi-era in Kenya, power was derived through a general fear of asking for or giving information and the Kiswahili word for government – *serikali* - became synonymous with the word – *sirikali* -
meaning top secret. Countries transitioning from repressive regimes that previously thrived on secrecy have the weighty task of replacing their culture of secrecy with a culture of openness in both government and society.

Limited institutional capacity and poor records management systems mean that public bodies often do not know what information is there - if it is there at all. As such, they are less able to manage information requests.

Lack of political will. Government cannot be open if the leaders, responsible for putting right to information laws in place and establishing open government systems, lack the political will to do this. Lack of political will may be driven by several factors including: a fear of scrutiny; fear of exposure of the failure of government programmes and policies; the threat to personal and special interests (such as exposing the extent of military control over an economy); or increased vulnerability to political opponents.

Scarce resources and competing priorities. In countries where resources are scarce, there are the frequent fears that establishing and implementing right to information laws and systems for proactive disclosure will be costly. Access to information and openness then have to compete against other domestic priorities.

Right to information laws are undermined. This often happens when the mechanisms to enforce right to information laws are either not in place, or there are other laws such as secrecy laws that render the right to information laws obsolete. There are countries with very good laws that in practice have no mechanism to put them into practice.

Limited capacity within civil society. When civil society is too weak to advocate for more open government and reduced corruption, governments are unlikely to reform.

Low levels of awareness among the public, who do not know that information belongs to them and they have a right to access it, severely limits the demand for greater transparency and the pressure on government to deliver on it.

Political leaders and the ‘messiah complex’. Open systems of government are rejected by leaders who believe that they know what is best for the country and that citizens are too ignorant to contribute to making important decisions.

---

2. The process of open government

Making government more open and transparent is a process involving three, important areas of focus:

- **Right to information laws** – this establishes the constitutional/legal right for a citizen to access the information that they want;
- **Proactive transparency** – this commits governments to publishing as much information as possible in an accessible form;
- **Open data approach** – this enables us to reconfigure government data into forms that provide usable and accessible information.

These three strands are not separate, chronological steps; rather they work together in tandem. The more sophisticated and better applied they are, the more open and transparent government tends to be.

There are, therefore, degrees or stages of openness combining all three areas of focus. An open government should, at a minimum, recognise the right to information in law. There should be a legal mechanism that allows the public to request information and that requires at least core classes of information to be published.

More progressive steps to openness require a developed legal framework for the right to information with proper mechanisms to ensure it is being translated into practice. Governments should also voluntarily publish more than just the core classes of information.

Maximum openness would involve speedy request systems and an advanced proactive publication systems (including open data portals), and advanced information management systems.³

2.1. Establishing right to information laws

Right to information laws establish the public’s legal right to access government held information (subject to certain very limited categories). They form the very basis of a transparent and open government by establishing the citizens’ right to know what government is doing in their name. The right to information is not only a right in itself, but it is a right that protects individuals’ other rights, such as the right to food or to security. In India, for example, RTI laws have been used to uncover the ration card scams that have depriving some of India’s most poor of their food entitlements.⁵ In Canada, having access to information about threats to one’s personal safety is recognised as a

⁴ Banisar, 2006. p. 7
crucial element of the right to security. Quite simply, though, the right to information helps to guard against negligent, corrupt and exploitative government by threatening exposure. As one US Supreme Court judge puts it: ‘Sunshine is the best disinfectant’.

In the last decade there has been a crucial shift in attitudes to access to information. Previously it was viewed as a tool or indicator for governing, a ‘legislative “luxury” enjoyed by a few advanced democracies’. Access to information is now being claimed as a right and the issue has been taken up by civil society. This represents a profound shift from seeing information government property to seeing information as citizen property. Government is merely a guardian of information. The mantra ‘knowledge is power’ has been swapped for ‘information is ours’ and governments are now seen as being obliged to provide citizens with the information that they require.

Simply establishing right to information laws, however, does not guarantee the right in practice. To guarantee this right, the law need to be enforced with appropriate oversight and record management mechanisms. And citizens need to be willing to exercise their right to request information – something that might be termed ‘a culture of wanting to know’. In countries where a culture of secrecy has prevailed this is perhaps one of the most significant barriers.

2.1.1. Mapping right to information laws globally

In 1990, 13 countries had right to information laws in place. Today this number stands at around 90. A further 53 countries either have draft legislation pending or strong lobbys for legislation.

---
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9 Article 19
In Western Europe, 17 countries now have RTI acts, from the earliest adopter Sweden (1766) to the most recent ones including the UK (2000) and Germany (2005). A significant proportion of new right to information laws – around 20\(^1\) - have come from Eastern Europe after the collapse of the Soviet Union and the wave of democratisation in the 1990s.

Progress in the Global South is mixed. The Americas have shown considerable interest in freedom of information. 19 of the Americas (excluding the US and Canada) have access provisions in federal laws/state laws.\(^1\) Brazil is the most recent addition to this list, passing its Access to Information Act on 22 November, 2011. Nearly all the remaining countries in the Americas now have pending legislation. Furthermore, Mexico is heralded as a leader in the access arena not just regionally, but globally with ‘one of the strongest laws in the world’.\(^1\) In Asia, the last ten years have seen a growing trend in RTI laws. India, which only passed its RTI law in 2005, is already seen as a model right to information regime.

RTI laws are lacking in both Africa and the Middle East, however. In fact, the Middle East has only two countries with RTI laws - Jordan and Israel - and the Jordanian law is regarded as weak as its impetus came solely from the government and no input from civil society.\(^1\) In Africa there are now nine countries with RTI legislation: Angola (2002 2006); Ethiopia (2010); Liberia (2010); Niger (2011); Nigeria (2011); South Africa (2001); Tunisia (2011); Uganda (2006); Zimbabwe (2002). In Zimbabwe, though, this law is used to restrict access to information and freedom of expression rather than facilitate it. It is a tool for repression rather than openness and transparency.\(^2\) And while in Latin America the news of a new Brazilian RTI legislation is cause for celebration, the news in Africa is less

---

\(^{13}\) Based on the 88 countries with FOIAs stated in Vleugels, 2011. With the addition of Brazil.

\(^{14}\) Ibid

\(^{15}\) Ibid

\(^{16}\) Ibid

\(^{17}\) Banisar, 2006, p. 19

\(^{18}\) Vleugels, 2011.


promising. The South African government is in the final phase of passing a new secrecy bill that undermines its access to information legislation and freedom of speech in the country.

It is clear that there remains a gap, therefore, in both the Middle Eastern and African regions for a model national RTI regime that facilitates open government. There is the opportunity for Egypt, therefore, to show regional leadership on the issue.

2.1.2. International and regional standards and laws

Pressure on countries to adopt freedom of information laws is coming from the international arena with an increasing number of treaties, declarations and agreements. The right to information is recognised at the international level in several instances:

Both The 1948 Universal Declaration of Human Rights (UDHR) and the 1966 International Covenant on Civil and Political Rights are both legally binding treaties and in similar ways both guarantee a right to freely express ourselves and a right to seek and impart information. But the earliest recognition of the RTI in international law was in 1946, with the UN General Assembly Resolution 59(1) where freedom of information was proclaimed as ‘a fundamental human right and ... the touchstone of all the freedoms to which the UN is consecrated.’

The three special mandates on freedom of expression – being the UN Special Rapporteur on Freedom of Opinion and Expression, the OSCE Representative on Freedom of the Media and the OAS Special Rapporteur on Freedom of Expression – came together in 1999 and adopted a joint declaration recognising that the RTI is an implicit and crucial element of the right to freedom of expression. They have explicitly called on all countries to adopt right to information laws and have issued joint statements annually since their first one.

Several regional conventions also recognise the right to information and require the adoption of RTI laws by member states:

The Council of Europe has been pushing for member states to facilitate access to information for over 30 years. In 2002, it recommended a set of principles for national access to information laws including its General Principle on Access to Official Documents stipulating that the public should have access to all information and documents held by public bodies. In 2001, the European Parliament, Council and Commission Regulation 1049 gave any EU citizen or resident the right to access the institutions’ documents. There is, however, no EU obligation to member states to adopt RTI laws. Instead, there are directives that require all EU member states to adopt access laws around specific issues such as public procurement, the re-use of public information, environmental protection and consumer


The African Commission on Human and Peoples’ Rights (ACHPR) endorsed the public’s right to access information when it adopted the ACHPR - Declaration of Principles on Freedom of Expression in Africa in 2002. The declaration not only asserted the public’s right to information held by public bodies as the ‘custodians of the public good’, but also stipulated that it be guaranteed by law. The right to information is also covered in Article 9 of the African Charter on Human and Peoples’ Rights.

In 2004, the League of Arab States adopted the Arab Charter on Human Rights (replacing a 1994 charter that was not ratified by any member countries). The Charter also builds on the right to free speech in the UDHR, and specifies the right to information. The Charter came into force in 2008 when it was ratified by seven member states.

The Organisation of American States (OAS) has frequently recognised the right to information. Article 13 of the American Convention on Human Rights includes the right to information in the right to freedom of expression. The General Assembly also endorsed resolutions in 2003 and 2004 that called on member states to adopt right to information laws. The 2000 Inter-American Commission on Human Rights - Declaration of Principle on Freedom of Expression lays out the right to access information and the obligation of the state to guarantee this right. It also provides that individuals have a right to access their own information whether held by public or private bodies.

Anti-corruption and environmental protection treaties now mostly all include provisions that require signatories to adopt laws around public access to information.

The 2003 UN Convention on Anti-Corruption was ratified by 30 countries and adopted in 2005. It stipulates that countries should take measures to combat corruption including publishing information, simplifying administrative procedures, and creating access procedures. It goes a step further in Article 13 and stipulates that states should promote active participation in fighting corruption. The SADC Protocol Against Corruption is another example. It was signed in 2001 by the 14 SADC nations and went into force in 2005 after being ratified by nine countries.

There have been some important environmental protection treaties in the last two decades that recognise the importance of access to information about the environment in order to promote sustainable development and public participation in environmental governance.

---

23 Banisar, 2006. p. 12  
24 Banisar, 2006. p. 14  
26 Banisar, 2006. p. 15  
27 Banisar, 2006. p.8-10  
The 1992 *Rio Declaration on Environment and Development* stipulated that individuals should ‘have appropriate access information on hazardous materials and activities in their communities, and the opportunity’. In 1998 this was followed up with the legally binding *Aarhus Convention* which came into force in 2001 and was signed by member states of the United Nations Economic Commission for Europe (UNECE) and the European Union. The Convention states that the right to information on the environment is a requisite of the right to live in a clean environment. It sets out provisions in Article 4 on access to information and binds all signatories to create legal mechanisms to implement these provisions. 29

2.1.3. Best practice

The danger lies in creating a freedom of information law for the sake of it. Many RTI laws are today merely ‘paper’ laws. They have been passed in response to international and/or domestic pressure, and are not adequate to promote meaningful access to information. Common problems include out of date laws that neglect advances in technologies; limited mechanisms to implement the law; the remaining culture of secrecy leftover from previous repressive regimes; exploitative fees; broad exemptions to the law; government delay tactics in processing information requests; and laws such as secrecy laws that undermine RTI laws.

To make sure that RTI laws are more than just symbolic they should be drafted to reflect international principles and best practice. While there are no standardised RTI laws and practices around the world, a minimum set of standards is emerging. The organisation - Article 19 – has created an exemplary set of principles to reflect both international standards and the common features of more progressive RTI laws. They are summarised as follows: 30

29 Banisar, 2006; Mendel, 2008.
Article 19’s Right to Information Principles

**Principle 1:** “Freedom of information legislation should be guided by the principle of maximum disclosure.”

The principle of maximum disclosure creates the founding rationale for RTI legislation. It assumes that all information held by public bodies should be accessible. The principle is specified in several national laws. Anybody denying access to information is obliged to give legitimate proof that this information should be withheld. The principle also requires that the law should be broad and should extend to everyone (not just citizens) without the need to prove the need for specific information. The type of bodies obliged to disclose information should also be broad in scope.

**Principle 2:** “Public bodies should be under an obligation to publish key information.”

It is not only up to the public to request information. Public bodies should be obliged to proactively publish information (this is discussed in more detail under proactive disclosure).

**Principle 3:** “Public bodies must actively promote open government.”

Steps need to be taken to inject a culture of openness, particularly in countries emerging from repressive and secretive regimes. This involves training public officials and sanctions for those who unlawfully refuse access. Promotion of open government also involves informing the public about what their rights are and how they can realise these rights. This can be done through the media and public education campaigns and guide notes. Up-to-date and reliable information is an important element of governing. Promoting better records management and handling amongst officials is therefore key to promoting open government.

**Principle 4:** “Exceptions to the right to access information should be clearly and narrowly drawn and subject to strict ‘harm’ and ‘public interest’ tests.”

This is a contentious area in the field of access. A broad set of exceptions has the ability to undermine a law. But at the same time it is recognised that some information is legitimately secret and may be dangerous if made public. There is, though, a test for exceptions:

1: Aims or exceptions should be clearly and narrowly defined in the law. And they should be justifiable. Defining these aims is problematic. The Council of Europe Recommendation outlines some specific limitations including: national security, defence and international relations; public safety; the prevention, investigation and prosecution of criminal activities; privacy and private interests; and commercial and other economic interests (public or private).

2: Disclosing information must also be harmful to the above aims.

3: And finally, the public interest should be an overriding factor in decisions. Even if information is harmful to an aim, not disclosing it to the public can cause even greater harm. In these circumstances information should be disclosed.
**Principle 5:** “**Requests** for information should be **processed rapidly and fairly** and an independent review of any refusals should be available.”

This requires that the decision-making process should be clear and subject to independent review. The law should also make provisions for those unable to place requests in writing. There should be specific and relatively short timelines. Any denial of information should be justified. There should also be an appeals process that extends to the courts and a complaints process.

**Principle 6:** “**Individuals should not be deterred from making requests for information by excessive costs.**”

Fees should not be barrier to access to information. They need to be consistent and should be set centrally to ensure this. Fee systems vary depending on what the law stipulates: in some instances fees depend on the information categories, in other instances a certain number of pages are provided free and in other cases fees have caps on them.

**Principle 7:** “**Meetings of public bodies should be open to the public.**”

While it is rare for this to be included in RTI laws, it is an important principle because it recognises that information is not confined to documents alone but also to the discussion and the processes of making decisions.

**Principle 8:** “**Laws which are inconsistent with the principle of maximum disclosure should be amended or repealed.**”

Access to information laws are frequently undermined by laws such as secrecy laws that override them. Since the global ‘war on terror’, several countries have established these secrecy laws.\(^{31}\) Laws that restrict disclosure of information should be reviewed and made consistent with a country’s RTI laws. Any RTI law that includes a carefully considered set of exceptions does not need accompanying secrecy laws.

**Principle 9:** “**Individuals who release information on wrongdoing – whistleblowers – must be protected.**”

This principle is crucial to uprooting a culture of secrecy where openness invokes punishment. Any individual or group who releases information should be protected under RTI laws. Creating this security means that public interest information, particularly about wrongdoing, will be made public.\(^{32}\)

---

\(^{31}\) Banisar, 2006.

\(^{32}\) For a full list of principles see Mendel, 2008.
2.1.4. Mechanisms for right to Information laws

Adopting legislation may be a significant step, but it is by no means a guarantee of the right to information. The mechanisms that enforce and implement these laws are just as important as the legislation itself.

**Records management**

‘Records management is the systematic control of all records from their creation or receipt, through their process, distribution, organisation, storage and retrieval, to their ultimate disposition.’

33

The entire premise of access to information is reliant on information being there in the first place, and being archived and indexed properly so that it can be easily found and retrieved. How records are managed is therefore intrinsic to the process of accessing information. Public bodies need to have not just the capacity to disclose information, but the capacity to collect, store and retrieve information too. More and more records are being produced in electronic format. As technology advances better ways of storing and accessing information are created. In this sense, records management is an evolving process. The components for good record management, however, remain the same:

- Clear, centralised records management policy and strategy including on information security and archiving;
- Plain guidelines on how to keep and manage records for staff and managers;
- Identify and manage appropriate systems for holding information;
- Adequate resources and capacity to properly manage records;
- Consistency during organisational or national transitions (for example from one government to another);
- Centralised classification schemes;
- Clearly defined retention and disposal policies and schedules
- Procedures for systematic reviews and assessments. 34

**Appeals and oversight**

Independent commissions are generally viewed as the best form of oversight for enforcing acts and appeals. They tend to be attached to the office of the Presidential or Prime Minister’s office, Parliament, or another government body. Commissions tend to deal with both appeals and general oversight of access to information including public awareness campaigns, trainings and revisions. Their power does vary from country to country, though. Some have no power to enforce decisions, such as in France and Canada. But in countries like Mexico, Serbia and the UK the Information Commission has the power to issue binding decisions.


34 Adapted from Hagen, 2011.
There are a range of other mechanisms for oversight and appeals to consider that may be more appropriate depending on the country context. In most countries the first stages of appeals are reviewed internally primarily; a relatively quick and inexpensive system. The second stage is then external review. In several countries this is by an independent Ombudsman, appointed by Parliament but with no power of enforcement reviews decisions. There could alternatively be a special tribunal - such as in Australia - that behaves like an informal court process and makes appeals faster and more efficient. In Jamaica, however, the tribunal system is too formalised and creates delays rather than speeding up the process.

The last point of call for external review is often in the courts. Some countries use the courts as the only external reviewing body. But this can be a time-consuming and costly process not available to the poor and marginalised sections of society. A court appeals process in such cases can act as a significant barrier to accessing information.

**Sanctions**

Sanctions are a means of ensuring compliance with the law. In a secretive government no one is ever punished for withholding information – they are punished for releasing it. Sanctions are a useful way of reversing this assumption. Most right to information laws have sanction provisions for public authorities or individuals who withhold or delay information unlawfully. Sanctions vary from fines to imprisonment and can be imposed either against an administrative body or specific individuals.

In India, Information Officers who refuse or delay information requests under the RTI Act are now fined by the Information Commission if they have no legitimate reason for withholding information. In systems like the US, withholding information can lead to sanctions through the courts whereby information requestors are compensated their legal costs.

In India, sanctions are an extremely effective tool for ensuring that RTI Act is implemented properly. They are so effective, in fact, that the RTI Act is now being used by ordinary citizens to tackle corruption. It gives the public the power to challenge all levels of government. Indian social activist, Aruna Roy, describes the RTI Act as ‘the most fundamental law this country has seen as it can be used from the local panchayat (a unit of local government) to parliament, from a nondescript village to posh Delhi, and from ration shops to the 2G scam.’ In the Act’s first two and a half years, 2 million information requests were filed across India for a variety of reasons such as: exposing corruption; uncovering resource misuse; examining state decisions and policies; or accessing social and economic entitlements such as pensions. In India, sanctions make the RTI Act nearly as powerful a tool as bribery. A controlled experiment in Delhi found that ration card applicants who filed information requests following up on their application forms were

---

35 Banisar, 2006. p. 23-24
36 Banisar, 2006, p.24-25
almost as successful as those who paid upfront bribes. What is more, they were treated on a par with middle class citizens, something that bribery could not affect. It is clear that: ‘For many, particularly India’s poor and disadvantaged, the simple act of filing an RTI application is empowering and often leads to tangible results.’

2.2. Proactive disclosure

Enabling citizens to request information might be described as a system of reactive disclosure: the individual requests information and the government or public body provides this information in response. This places the onus on the individual and not the public body. A large part of opening up government, however, is making it easier for people to access information. As a result many governments and public bodies now recognise that they have a responsibility to publish information on their own initiative without it being requested by the public first. This is proactive disclosure.

2.2.1. Benefits of proactive disclosure

There are several benefits to governments disclosing their information proactively.

Limiting corruption: Publishing information about government actions and spending puts government and public officials under the constant watch of the public, allowing them to track what resources are spent, who contracts are awarded to and so on.

In Canada, for example, proactive disclosure of public registers and civil servants’ private earnings and expenses is written in law. In 2003, senior government officials were required to publish all travel and hospitality expenses. Publication of all contracts over CA$10,000 and grants and contributions over CA$25,000 is also required. This information can be accessed via the Treasury Board of the Canada Secretariat.

Disclosing this kind of information forces governments to be more accountable and less corrupt. Publishing information around procurement also increases efficiency in spending because openness around contracts and prices can generate competition.

This is being done in Chile where transparency is considered an important factor in driving economic growth in the country post Pinochet regime. In 2003, the government established an electronic public procurement system, ChileCompra, to increase the transparency of state spending. In 2006, all public bodies were required to disclose information on contracts - amongst other information such as public spending and staffing

---

40 Darbishire, 2010. p. 3
41 Ibid
42 Darbishire, p. 12
43 Banisar, 2006
The process of open government

The rule of law: Proactive disclosure plays a significant and practical role in the rule of law. It ensures that the public knows and understands the laws and policies that it must abide by. In France, the LegiFrance is an in depth resource for French, European and International laws, norms and regulations. It also publishes news up-dates on relevant legislation and online versions of France's Official Journal.

Ensuring that this information reaches the majority of the population means that governments have a responsibility not only to publish this sort of information, but to make it is accessible for people of different languages, ability, and literacy or education level.

Increasing participation: Proactive disclosure is also important to foster citizen participation in the decision-making process across all levels of government. By giving the public the information they need to take part in these processes, decisions and policies are more likely to benefit them and less likely to be hi-jacked by special interest groups. Of course participation is more than a one-way channel of information from government to citizen, it is a two way exchange, a process of dialogue and more mechanisms are needed for this.

Peru adopted its 'Framework Law on Participatory Budgeting' in 2003 requiring municipal and regional governments in the country to undertake a participatory budget (PB) process every year. The Peruvian PB initiative was inspired by a PB experiment in Brazil's Puerto Alegre from the late 1980s though till the 1990s. After Peru's return to democracy, the government created 'consultative spaces' allowing civil society to take part in major policy making. One of the more successful spaces created were the 'Mesas de Concertación para la Lucha contra la Pobreza' (MCLCP): roundtables at the local, regional and levels dedicated to fighting poverty in the country. These roundtables play an important role in monitoring PB implementation. In 2005, the government also launched an interactive website to track PB implementation. Peru's PB initiative does have its weaknesses. For example it restricts who from civil society can legitimately participate. The combination of the PB law and access to information law in Peru, though, has lead to noticeable progress in proactive disclosure. A study in 2009 revealed that half of authorities used websites to publish at least 70 per cent of legally mandated information.

44 Banisar, 2006
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49 Ibid, p. 49
50 Darbishire, 2010. p. 13
**Better access to services:** Society also needs to be informed about the services that its government is providing. This not only benefits the individual who needs access to these services, but is also a way for government to display the tangible steps it is taking for its constituents. Information about services is not information that can be published on an individual basis; it needs to be done on scale. Digital communications technologies have played a significant role in this area and have allowed governments to not only inform citizens about services, but to even distribute information - such as on HIV/AIDS health information- as part of those services.

**Equality in access:** Proactive disclosure makes information available to the public rather than the individual. It serves the information needs of several rather than one. It also means that the cost and inconvenience associated with filing information requests are avoided.

**Security:** Publishing information also protects the security of individuals within society. Requesting information for some individuals can sometimes be dangerous, particularly if it threatens powerful interest groups. Publishing information gives anonymity to individuals who seek to root out instances such as of corruption.  

**Improving information management:** Proactive disclosure is also a more efficient means of disclosing information than processing individual information requests both in terms of the number of people it reaches and the public administration burden. In any new regime focused on opening up government, proactive disclosure is an effective way of anticipating and delivering on citizens’ demands for information. It also helps speed up the process of reactive disclosure because officials have the information readily available to deal with requests.

**Creating an information cycle:** Finally, proactively publishing information gives a greater understanding of the society that it seeks to inform. It allows other actors - such as academic institutions or other civil society institutions - to re-use information, build on it and to generate more information. Open data initiatives, which are explored in more detail in the next section, are a key way of re-using and interpreting it in ways that are relevant to the public. This information in turn can be used by public bodies to inform decisions and policies and has significant political value in any democracy where votes are gained through measurable progress and policies that react to citizens’ needs.

In **Croatia**, civil society groups created a citizen, user-friendly version of the state budget. Croatia’s Ministry of Finance have now adopted this version and altered the way in which they present their information.

**2.2.2. Making proactive disclosure law**

‘Including stronger proactive disclosure provisions has been part of [an] expansion of the right to information.’ More progressive RTI laws do include provisions around proactive disclosure. This
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means that public authorities have a legal obligation not only to respond to information requests but to publish information. In several countries, the classes of information required for proactive disclosure are specified: India’s RTI Act specifies 18 classes of information for proactive disclosure. Countries that with RTI laws in place, but with weak provisions around public disclosure have rectified this through additional laws: Hungary’s Electronic Freedom of Information Act (2005), for example, stipulates proactive disclosure obligations that missing from its 1992 RTI law.

International standards and treaties are now emerging around proactive disclosure. At the regional level, the Council of Europe’s 2009 Convention on Access to Official Documents requires member states to publish public official documents regularly in a number of formats including ICTs, and it suggests classes of information. In the Americas, the OAS Inter-American Juridical Committee’s 2008 Principles on the Right of Access to Information also outline soft-laws and guidelines for proactive disclosure. Sectoral treaties such as the UN Convention Against Corruption and the Aarhus Convention also both include provisions.

2.2.3. The role of ICTs

ICTs have opened up a host of opportunities for providing the public with access to government information. Both websites and portals provide a resource for governments and departments to publish information in a timely way, at low cost and on a large scale. More and more, governments are turning to transparency portals. These can be centralised – such as in Estonia where citizens have access to the main 20 state registers via The Citizen’s Portal – or by sector or department.

Mexico’s Transparency Obligations Portal was launched in 2007 by the office of the Information Commission (the oversight body). The portal is both a means to provide the public with information, but also allows the Information Commission to ensure compliance with the rules on proactive disclosure outlined in the Federal Law on Transparency and Access to Information (2002). The portal cost $300,000 to build and was not an obligation under the law. The portal has given the public access to millions of registers, the most popular of which is the directory of public servants which includes details of salaries. There are plans to further develop the portal such as by building in more sophisticated searches and providing access to archived information and data. As well as the transparency portal, Mexico also has a separate portal for filing information requests: InfoMex.
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2.2.4. Guiding principles for proactive disclosure

When designing proactive disclosure systems there are five principles governments should follow.\(^{62}\)

Information needs to be: available, findable, relevant, comprehensible, low cost or free and up-to-date.

To make information available, governments can and should publish information in multiple formats. Information can be published via the media (both print and broadcast), notice boards, leaflets, public meetings, on websites and via mobile phones. In countries where internet access is low or mobile phone tariffs are high, ICTs should not replace other modes of publishing information.

The South African government has established a network of 165 Thusong Centres with the explicit aim: 'To bring government information and services closer to the people to promote access to opportunities as a basis for improved livelihoods.'\(^{63}\) The centres are distributed across the country including in more remote, rural areas. In a country where only 12.3 per cent of the population have access to the Internet\(^{64}\), Thusong centres are an innovative means getting information on government services, decisions and policies out to the public in both urban and rural areas. 20 per cent of the centres do not have internet connectivity themselves\(^{65}\) because of a lack of infrastructure, and this emphasises the importance of the centres and the need to disclose information using more traditional formats.

The user needs to be able to find information easily. This should influence how information is disseminated, such as whether it should be displayed on a central web-portal or by department or sector.

The classes of information should have value to the end user and need to be presented to them in a meaningful way: information should be relevant. In this sense, governments need to consider the multiplicity of potential users. This is why consultation with civil society, businesses, educational and other institutions is important.

Information should be comprehensible and presented clearly in all official, national languages. It should also be accessible for a range of disabilities. In countries where literacy levels are low, alternative ways of displaying information should be considered, such as audio-visual methods.

All electronic information should be free. Hard copy formats of core classes of information should also be free. And any other information in hard copy format should at least be reasonably priced.

---

\(^{62}\) Based on recommendations outlined in Darbishire, 2010.


Information often has an expiry date so it needs to be *timely and correct* otherwise it has limited value. Information, in electronic or hard-copy format, needs to be dated so that the public know how current that information is. Digital platforms need to be designed so that information can be systematically and regularly up-dated.

**2.2.5. Choosing what information should be published?**

While all public information could in theory be published (apart from exceptions); the sheer volume of information in practice makes this difficult to do. Governments therefore have to prioritise what should be published.

**Core set of classes:** A World Bank study identifies a minimum set of classes of information for proactive disclosure based on a comparative country study of Hungary, Mexico, India and the United Kingdom. These core classes include public service information; public procurement information; lists registers and databases; and budget information among others and the full list can be found in Annex 1. 66

**User driven approach:** The government can use filed information requests as a way of prioritising information. Requests provide an indication of the kind of information that citizens want to know and can help to shape proactive disclosure policy. In some cases, laws actually stipulate that frequent public requests for information should result in proactive disclosure of that information. One example is the Mexican Federal Law on Transparency and Proactive Disclosure. This law is implemented by tracking information requests made on the country’s information request portal – Infomex.

**2.2.6. Resources, training and oversight**

Setting up systems for proactive disclosure often means high start up cost. In the long-run, though, these systems can save money. Once digital systems are in place it will become increasingly easy to publish this information. While most new information is electronic, governments also need to consider what resources will be needed to digitise older records.

Especially in the early years, public bodies will require support in setting up systems and adapting to them. Public officials will need training and guidance and best practices should be established.

Governments could consider a progressive approach, publishing only core classes of information at first. As capacity and technology develop, though, they can begin to publish other classes of information and more complex datasets.

The right mechanisms also need to be in place to enforce public disclosure obligations and to monitor levels of proactive disclosure. Information officers or information commissions are used several countries including Mexico and India and they have oversight of provisions on proactive disclosure. These bodies should have the power to undertake independent investigations, to deal with complaints, to monitor levels of disclosure and to order appropriate action to ensure compliance.

2.3. Open data approach

Advances in ICTs have introduced exciting opportunities for more open government. The Internet and mobile platforms make publishing government information possible at low-cost and on a major scale. Developments such as the semantic web and linked data are making it easier for us to find, share and amalgamate information. ICTs are also changing the relationship that people have with information and the way in which they access and interact with it. As a result of these developments, there has been a new wave of open data initiatives around the world.

Governments have now started publishing their information as machine-readable datasets. These datasets then have the potential to be ‘mashed up’ or re-used by community groups and software developers. They re-use this data and interpret it in user-friendly formats that give meaning to data. Adding geo-spatial data to the equation is significant because it allows information to be displayed according to location and area right down to the very local. The more local the information is, the more relevance it tends to hold for individuals and communities. In the UK, the publishing of crucial geo-spatial data was a transformative moment for open data communities. By opening up data, governments allow this information to be manipulated so that it is relevant to its individual citizens: it can in fact become an alternative way of engaging them in political processes.

Government open data initiatives are a very recent phenomenon. In countries where they exist, they have in large part come about due to pressure from civil society groups and ‘civic hackers’ — communities of civic-minded software and system developers. Until 2011 only five governments had launched open data systems: the US (2009), New Zealand (2009), the UK (2010), Catalonia/Spain (2010), Australia (2010). In November 2011, there were 31. In the MENA region this includes Saudi Arabia, the United Arab Emirates, Morocco and Bahrain. In Sub-Saharan Africa, only Kenya has an open data platform. The example of Kenya, though, provides useful insight the process of creating a national open data platform in the Global South, including where the impetus came from, the actors involved, choice of data and challenges faced.

The Government of Kenya launched the [Kenya Open Data Initiative](http://opendata.go.ke) in July 2011. What makes the case of Kenya interesting is that this gesture of openness and transparency comes before Kenya has passed any access to information law. Despite this, the initiative is a direct attempt to improve government accountability and transparency, to provide a basis for evidence-based policy-making, to stimulate economic growth by improving efficiency and service delivery, and to encourage innovative applications which make use of the
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67 Linked data allows somebody working on a dataset to link their data to web addresses that are created specifically for that subject. Other datasets can be linked to the same web addresses and anyone can find out more about the specific area by linking through to the web address without that information being copied into their original dataset.
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The impetus for the initiative came from all levels. Kenyan civil society, and its burgeoning technology and developer community were instrumental in pressuring the government for greater transparency and access to information.\textsuperscript{73} Ihub, the Nairobi technology incubator was an important force in driving the creation of the open data platform. It made repeated requests for access to data in order to develop new applications.\textsuperscript{74} At the same time, there was commitment within government. Bitang Ndmo, Permanent Secretary at the Ministry of Information, lead on the Open Data Initiative. Ndmo’s commitment to the project played a key role in driving the project through government.\textsuperscript{75} These two levels of influence were important. The project also had international support from the World Bank and Google; significant in particular from the funding point of view.

Data for the site comes from various government ministries, the National Bureau of Statistics and the World Bank. The site uses the platform Socrata (www.socrata.com), a widely used open data platform used by several US state data platforms, and which will be used for the next version of the national U.S Open Data platform.

As of November 2011, there are 472 datasets available on the site, all of which are georeferenced so that they can be visualised at the county level.\textsuperscript{76} Granted this figure is not as impressive as the almost 400,000 datasets available in raw or geospatial format on the U.S open data site - Data.gov. It is, nevertheless, encouraging given that in the four months since its launch, the number of datasets on the site has more than tripled, from 150 to 472\textsuperscript{77}. Data is downloadable in a variety of formats and can be visualised in different ways. Access is also given to the API (Application Programming Interface) so that developers can visualise and combine the data in any way they want and create mobile-phone based applications using the data. The site includes detailed public expenditure and community development fund expenditure and datasets ranging from poverty rates per county to the proportion of children immunised in each county. Access to information on expenditure by county is particularly important as this has been a source of contention in the past and is


\textsuperscript{73} WBI, 2011


\textsuperscript{75} WBI, 2011

\textsuperscript{76} Opendata.go.ke, 2011

\textsuperscript{77} WBI, 2011
seen as an area where nepotism and corruption are rife.  

A key aim of making the data available is so that community groups and software developers can access, analyse, combine and create applications which give meaning to the data and can be used for social change. The US open data site has 1119 government-developed and 236 citizen-developed applications so far. Many of the community developed applications focus on visualising and mapping data, for example a national obesity comparison tool, which maps obesity by county. Kenya has a strong technology and developer community, itself, which puts it in a good position to make good use of the data (Ihub has a membership of 4000 developers). Applications have already been developed to map the location of MPs who avoid paying tax, to monitor and visualise community development projects and an SMS service to allow non-internet enabled mobile phones to access information from the databases. The Kenya ICT Board is encouraging this process by offering grants to developers of 'high impact' applications which make use of the data. There have been to date 143 requests from the public for additional data they would like access to, suggesting that the foundations of an engaged community are in place.

Although there is much to commend in Kenya’s Open Data Initiative, there several challenges remain. If the benefits of an open data system are to be felt across Kenya, and not just in urban centres, there needs to be a renewed focus both on internet access in rural areas and a programme of education and awareness-raising about the data portal and possible applications. Additionally, while making data available is a commendable aim, open data is only useful if the data provided is reliable and of the highest possible quality. Processes to ensure data quality and that data are kept up-to-date are being developed, but are yet to be implemented. Core categories of information (as outlined in the previous section) - such as Organisational Information and information on Public Procurement – are also missing. Data.gov.uk, the UK open data site, is a good model for the publishing of detailed information about government processes and the way government works. Data.gov.uk, for example, provides full details on the structure of government including job
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roles and remuneration for every government employee\textsuperscript{85}, and all government tenders and contracts are provided online. In an effort to further increase transparency lists of the meetings of every MP are available to shed light on lobbying activities. There is also detailed expenditure for different departments. Hopefully, the Kenya Open Data Initiative will act as a catalyst for the Kenyan government to expand its disclosure policy in similar ways.

\textsuperscript{85} See http://data.gov.uk/organogram/cabinet-office
3. Civil society and RTI regimes

Civil society can play a powerful role in promoting access to information. In several countries civil society groups have been doing this through advocacy around RTI legal reform; drafting and contributing to legislation; raising citizen awareness around the right to information; building a popular support base; and acting as a watch dog for the implementation of access to information. There is no set formula for a best civil society strategy, however. This is highly dependent on context.

In Mexico, for example, the access to information was picked up by the Oaxaca Group - an elite group of experts representing a cross-section of interests. The group was involved in lobbying for and drafting a RTI law, and was replaced by more established NGOs when the law was passed. In the UK, the campaign for a Freedom of Information Act was spearheaded by a specialist and established NGO: the Campaign for Freedom of Information. The Act was passed in 2000. 86

In contrast, in South Africa, the RTI campaign was the work of a coalition of NGOs and formed part of a wider movement for progressive constitutional change after the end of Apartheid. Access to information, though, was an issue that held its own significance in South Africa. During apartheid the systematic denial of information actually helped enable racial, social and economic oppression. The right to information was, therefore, enshrined in the country’s 1997 Constitution after the end of Apartheid. In 2000, the legal instrument to implement the constitutional right to information was passed: the Promotion of Access to Information Act (PAIA). It was the product of a lengthy campaign by a coalition of NGOs. The first formal coalition – the Open Democracy Advisory Forum (ODAF) - was dissolved early on and replaced by the Open Democracy Campaign Group (ODAG), which was active for four years until the Act was passed. The coalition represented a broad range of civil society voices and included: the South African NGO Coalition; Congress of South African Trade Unions (COSATU); Human Rights Committee, Legal Resources Centre, Environmental Justice Networking Forum; Black Sash; Institute for Democracy Association in South Africa; National Association of Democratic Lawyers; South African Council of Churches; and the South African Catholic Bishops Council. The group created positive dialogue and interaction with parliamentarians and worked hard to reassure them that RTI systems were not a threat to government. The group also carried out extensive research on other countries’ experiences, international best practice, and examples of successful campaigns. The diversity of the group gave it considerable momentum too. While this diversity had the potential to make coordination difficult, there was a systematic division of tasks between experts that prevented this. The ODAG also used the media well. The media became a crucial voice piece for the campaign and prevented it from becoming swept up in party
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India is one of the few developing countries where the adoption of a formal RTI regime was driven by grassroots groups. The widespread campaign for access to information actually evolved from anti-corruption campaigns at the grassroots level aimed at improving conditions for the rural poor.

The strength of India’s civil society sector grew out of the post Independence era when the state attempted to incorporate ‘people’s institutions’ in official programmes. Eventually, the failure of the state led to these groups campaigning to defend the interests of the poor. Despite many years of effort there has been little positive change for the poor in rural India and millions remain mired in terrible poverty. It was the desire for greater local transparency and accountability to combat corruption, particularly in rural areas, that led civil society in India to fight for the right to information. Specific concerns included corruption in implementing rural development, for example by using fewer materials in construction than shown in published estimates; payment to fictitious workers; and awarding permits, licenses, house allotments, gas, water and electricity connections, contracts in exchange for bribes. Another specific concern was the arbitrary exercise of power whereby those who benefited from public spending were selected on a patrimonial basis.

As a result of intense and prolonged campaigning by civil society organisations such as Mazdoor Kisan Shakti Sangathan (MKSS), right to information legislation was introduced in nine Indian states during the 1990s. Many of the key actors involved in advocating for and securing state-level legislation later became actively involved in lobbying for and commenting on drafts of the national RTI law which came into force in 2005.

MKSS, is a grassroots organisation working in rural Rajasthan and was formed in 1990 by farmers and rural workers who were mainly illiterate and impoverished. The organisation was set up to work on behalf of the rural poor in demanding minimum wages for workers that were not being paid their entitlement because this money was being siphoned off by public officials. The strategies that were adopted by MKSS have been widely emulated. They included sit-ins, rallies, and lobbying government. Innovative ways in communicating these ideas to the poor were used such as music, puppetry, and village theatre. Early on MKSS won the right to inspect records of development programmes. This enabled them to expose wholesale irregularities and corruption. From this they formulated a strategy of social audits through jan sunwais (public hearings) held in each village where the records were read out to villagers exposing the fraud. This has subsequently been used by other civil society movements to bring about right to information in other Indian states.

At the same time there were also other civil society groups rallying around the issue of
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access to information in India. These voices included groups working for consumer protection – for example Ahmedabad, the Consumer Education and Research Council; environmental groups such as the CHIPKO movement, demanding transparency and accountability in environmental governance; resettlement movements, such as the Narmada Bachao Andolan; campaigns to end hunger, such as the Right to Food Campaign; and broad-based anti-corruption movements such as Bhrashtachar Virodhi Jan Andolan in Maharashtra state. Several prominent figures also gave power to the movement by giving their support for the adoption of a comprehensive transparency law and the right to information: lawyers and retired supreme and high court judges such as Justice P. B. Sawant and Justice H. Suresh; retired bureaucrats; and senior media professionals, such as Ajit Bhattacharjea.

Since the passing of the Act, civil society has been instrumental in raising awareness around the RTI Act and helping citizens to use it to file information requests. Satark Nagarik Sangathan (SNS), a Delhi-based NGO, assists residents and slum dwellers in South Delhi to file information requests. SNS has run successful campaigns to improve public services such as the public distribution system and water and sanitation. Civil society has also been responsible for uncovering high level corruption. The Housing and Land Rights Network in Delhi used the RTI Act to reveal that the Delhi government had partly funded infrastructure development for the 2010 Commonwealth Games using resources diverted from social welfare programmes.89

These case studies highlight the intrinsic role played by civil society in pushing RTI country agendas. But they also highlight that there is no one fixed model. With the exception of India, expert groups spearheaded campaigns for access to information. As well as contributing to draft legislation and the passing of RTI legislation, civil society also has a prominent part to play in raising public awareness around the right to information and its role in bringing about transparency and openness.

Civil society though, also needs to understand its limitations. While its potential to drive the process is substantial, it is unlikely to singlehandedly pass ATI legislation especially where there is a hostile or indifferent government, or a government with several competing priorities. Rallying support across sectors and interacting with government bodies is therefore extremely important. In short, civil society can be a substantial driving force in promoting the right to information, transparency and openness, but the process needs buy-in from all levels to properly achieve an open government regime.

89 Surie, 2011.
4. Conclusion

The right approach to creating an open and transparent government is highly dependent on the country’s democratic maturity and local context. Any approach needs to be tailored to local conditions.

Effectively forming a system of openness is also not just a technical tick-box process. All reforms operate in a political context that can either drive or hinder reform. And so political will is integral to creating open government. If the political will is not there already, then it needs to be generated or nurtured even. At the same time there needs to be a set of competent and committed public officials to create and manage the information systems for an open government. Just as important too is the involvement of a strong civil society who can put pressure on government and raise public awareness and support. Buy-in from all three sets of actor is crucial.

There is a danger also that the opening up government becomes only a superficial process. Access to information laws can become merely ‘paper’ laws if they are not then properly implemented or are undermined by other laws. The right mechanisms to ensure implementation are just as important as the laws themselves.

By proactively publishing information governments have the potential to satisfy the information needs of the public en masse rather than just the individual. Not only does this make it easier for us to find and access public information, but it reduces the administrative burden that information requests put on public bodies. Proactive disclosure also requires information management systems that end up making government more efficient. In other words it helps government to know more about the people it governs. ICTs have made it easier to organise and publish large amounts of government data. And open data initiatives allow information to be presented in ways that are useful to people at a very local level. In countries where access to digital communication technology is low, though, information still needs to be published in more traditional formats such as notice boards, leaflets or radio and television.

The culture of secrecy is one of the biggest challenges to opening up government. This culture not only permeates government and officials who believe that information is their source of power, but society as well. In secrecy regimes, no one is ever punished for withholding information only disclosing it. This needs to be reversed. Creating a culture of openness is, therefore, a central step towards a functioning open government system. The virtues of access to information need to be sold to politicians and public officials before they believe that it can help them to govern better. At the same time, the public needs to be taught about the right to information and how to use this right. Only then will they begin to expect and to demand it.
## 5. Annex 1

Core classes of information for proactive publication\(^\text{90}\):

<table>
<thead>
<tr>
<th>1. Organizational information:</th>
<th>7. Subsidies information:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Organizational structure including information on personnel, and the names and contact information of public officials.</td>
<td>Information on the beneficiaries of subsidies, the objectives, amounts, and implementation.</td>
</tr>
<tr>
<td>2. Operational information:</td>
<td>8. Public procurement information:</td>
</tr>
<tr>
<td>Strategy and plans, policies, activities, procedures, reports, and evaluations—including the facts and other documents and data being used as a basis for formulating them.</td>
<td>Detailed information on public procurement processes, criteria, and outcomes of decision-making on tender applications; copies of contracts, and reports on completion of contracts.</td>
</tr>
<tr>
<td>3. Decisions and acts:</td>
<td>9. Lists, registers, databases:</td>
</tr>
<tr>
<td>Decisions and formal acts, particularly those that directly affect the public—including the data and documents used as the basis for these decisions and acts.</td>
<td>Information on the lists, registers, and databases held by the public body. Information about whether these lists, registers, and databases are available online and/or for on-site access by members of the public.</td>
</tr>
<tr>
<td>4. Public services information:</td>
<td>10. Information about information held:</td>
</tr>
<tr>
<td>Descriptions of services offered to the public, guidance, booklets and leaflets, copies of forms, information on fees and deadlines.</td>
<td>An index or register of documents/information held including details of information held in databases.</td>
</tr>
<tr>
<td>5. Budget information:</td>
<td>11. Publications information:</td>
</tr>
<tr>
<td>Projected budget, actual income and expenditure (including salary information) and other financial information and audit reports.</td>
<td>Information on publications issued, including whether publications are free of charge or the price if they must be purchased.</td>
</tr>
<tr>
<td>6. Open meetings information:</td>
<td>12. Information about the right to information:</td>
</tr>
<tr>
<td>Information on meetings, including which are open meetings and how to attend these meetings. Decision-making &amp; public participation: Information on decision-making procedures including mechanisms for consultations and public participation in decision-making.</td>
<td>Information on the right of access to information and how to request information, including contact information for the responsible person in each public body.</td>
</tr>
</tbody>
</table>

\(^{90}\) From Darbishire, 2010.
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